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Abstract:
Defining meaningful security metrics, which are needed to quantify security risks, is one of the most frequent and urgent calls addressed to security researchers. Unfortunately, the adversarial nature of security has resisted to traditional methods of quantifying risk and only ad hoc solutions are available in individual domains. We still are desperately in need of well-grounded security metrics that are developed using proven mathematical models.

In this talk, I will introduce a game theoretic framework to derive metrics for network topology resilience in adversarial environment. Game Theory models provide a principled way to understand the security problem and to capture its adversarial nature. I will first introduce the notion of network blocking games and discuss how it can be used to derive metrics for the vulnerability of network topologies in adversarial environments. A network blocking game takes as input the communication model and the topology of a network and models the strategic interactions between an adversary and the network operator as a two-player game. The Nash equilibrium strategies are then used to predict the most likely attacker’s actions and the attacker’s Nash equilibrium payoff serves as a quantification of the vulnerability of the network.

I will show how the theory of blocking pairs of polyhedra can be used to derive a formula for the Nash equilibrium payoff of the game. This Nash equilibrium payoff is proposed as a metric for vulnerability. Using a series of illustrative examples, I will discuss properties of the proposed metrics and show how they can be related to well-known graph theory notions. I will also show how the metrics can be used to design robust networks and/or strengthen the robustness of existing ones. Finally, I will show how the metrics can be used to identify the most critical links in a network.
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